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Dear Colleagues,

It is our pleasure to announce that the 2" JHAAN meeting is slowly approaching (21 June). In that respect, we have
drafted the agenda (attached) based on our working Programme as well as ad hoc topics that occurred in the course
of its implementation.

Before inviting you to review the attached draft agenda, we would like to provide several clarifications.

1. As we are reaching the moment of mid-term implementation of the Frontex Presidency Programme, we
would like to update the Network on the past, ongoing and future events and meetings. For that purpose
Eurojust kindly agreed to present the implementation of the “Victims of Trafficking” priority and CEPOL to
present the progress with regard to the Diversity and Inclusion working group.

2. Additionally, we would like to invite the EUAN to present the topics that are relevant to our Programme.
As a reminder, in March the EUAN shared with us their long-term and short-term planning documents
(please kindly see attached) and proposed to update the JHAAN on the files we would be most interested in,
at one of our regular meetings. EUAN listed the following proposals - Implementation of Al in Agencies other
than JHA, evolution of the Agencies’ response to the COVID-19 situation and implementation of EU Green
Deal, or the HCIN Agencies’ promotion. As of now, we have added two topics that were suggested by eu-
LISA in March — one on Al and another one on administrative measures towards turning green. We would
also like to suggest including a brief update by the EUAN on the most recent meeting of EDs on
administrative excellence.

3. New working group on cyber-security matters. The Directors of JHA Agencies have agreed to organise a
meeting of Security Officers of the JHA agencies with the purpose to discuss the possible creation of a
Security Officers Network for the JHA, with the aim at exchanging best practices in the field of cybersecurity.
eu-LISA took a lead in this initiative and is available to outline it at the upcoming JHAAN meeting. For that
purpose, eu-LISA ED will soon send a letter to all EDs of JHA agencies informing the about the initiative to
create a sub-group under JHAAN to enhance cooperation specifically in cybersecurity matters among JHA
Agencies. Soon, eu-LISA will also share the draft agenda of the kick off meeting that will take place by end of
June.

With the view to the above, we kindly invite you to review the attached agenda and provide your feedback by
Wednesday, 9 June EOB. In particular we would like you to:
- Confirm the participation from your side and share the email addresses of additional colleagues
(applicable to Eurojust and eu-LISA);
- Provide your comments, if any, on the proposed topics;
- Kindly let us know if you would like to add more topics to the EUAN’s presentation.

Please kindly note that we intend to invite EP/LIBE together with COM (DG JUST, DG HOME) and EEAS, unless you
indicate otherwise.



Based on your feedback, we will finalise the agenda and share it with all participants, including observers. It will be
followed by an outlook invitation with the technical details for the meeting (Webex).

Should you have any questions, please do not hesitate to contact me or-, as-is on leave until 14
June.

Thank you all in advance.
Have a nice start into the week.

On behalf of the Frontex JHAAN Presidency Team,
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